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1. Intrcduction

This paper concentrates upcn the HOST-HOST dialogue procesdure,

Chapter 2 descrioces tne logical links connecting the HOCT, and the way dat
are excnangad over these links.

o

The emphasis of Chapters 3, 4, and 5 is on software organization and data
structure,

Flgure 1 highlights the different precgrams involved in a HOST.
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M 2. HOST-{0ST Protccol

} e e IR & ikl e

2.1 Logical Links (Figur

n
o’

4]

Any IiP can bes viewed as an interface between a lccal center and the
trunk networi, Locally, an TP may serve up to four HOSTs; for each
of them it provides 256 logical links to any remote HOST.

Howcve;, between an DT and all the other IMPs no more than 64 links
may be in use simultansously. In other words, a HOST dialomuing
with a remote HOST can consider its local IMP as a switching center
offering 256 lin2s to the remote HOST,but only 64 can be activated
at a time. (If a local center includes n hOSTs, 64 should be shared
amount the n HOSTs).

The 256 logical links connecting two HOSTs can be distinguished as

follows:
Link 0 has a specizl status. It is the control link (conrnection
‘reguests, status report of any kind...).

The 255 others can be used elther as primary links, i.e., "teletyce
like" connections, or as auxiliary liniks for file transmission.

2.1.1 Primerv Links Features

A primary link
¥ is the first link established for a HOST-1'0ST transmission.
(ﬂ\ ¥ is a "TIY-1ike" connection that is:
= ASCII charactsrs are transmitted,
- Echos are generated by the remote HOST,
-~ The remcte HOST scans for break character,
- The transmission is slow (less than 20 characters per second).
is mainly used for transmitting control ccrmands, i.e., for
log~in to the remote HOST overating systein,
¥ provides special buifering techniques for slow, shtort
transmission,
2.1.2 Auxiliary Links Fezturas

o An auxlliary link
¥ 1s used for transaissicn of lerge velurss o
% is establishzd in parallel to the primary lirk

¥ can be established only if the following cenditions are
fulfilled: :

user pregrams, at the two ‘extremit ies, rmust both require
its opening.

is used for either binary or character transmission,



.

2.2 Link Establisnment

2.2.,1 General Procedures

Each HOS(X) user will

resvect the following procedure for
comaunicating with HOST(Y).

(a) Establisn a oriiarv link to HOST(Y).
A primary linz is estaplished to HOST(Y) throush the
control link 0, The connection is then in a pre-lcg-in
state, i.e., the reniclte HOST expects 1ts standard log-in
procedures,

(b) Log=in Seguence
Sta;d;rc LSCIL characters are sent/received over the
primary lirk, In that way, the HOST(X) user sicns in
to remote HOST(Y) by using its standard log-in procsdures,

(¢) Estanlish an ﬁuxﬁliegv link to HOST(Y)
This esteblisnmsnt rmust be executed by both extremities
As in (a), this is done by using the control link O,
(d) Send/Peceive Text over Auxilizry link
_ - .
2.2.2 Exanple

Figure 3 focuses on the data exchaonzed over the links during

- a HOST(X)-HOST(Y) dialogu=
T(X) has the network 1d°m,ii1 atio
HOST(Y) has the network identificati

cn 8.
on 5.
Notations Used:
¥ Circled stuffs regressnt characters, e.g /EQB\
~--_ % Parentnesisad nuhers are used for cross ﬂef rencing with
further explanzticns, e.g. (2)

Explanations

¥ (1) and (2) constitute the primary link establisnment
~HOST (X).. snnqo thgpfpllorinc message over link O:
LH ILN UO "V""i [}

QQED. Enquiry Low llnk estahlishrant (ASCII character)
(Pdlfi' Link type: primary (Special Character)
0FL a1 2 Loziczal llnk identification nwoer in decimzl

: (3 ASCII cuaracters) ~
(OpD) : Cptions: it is an alphanumerical character, c.g k§>

R .

Possivle options cculd be: Full Echo, data tyce...
—POqL(Yl~80£ﬂOJ1°d“ﬁ?_bx\o endingz baclk:
" ACK<F\V) PRI g2 Qe "

I . o
(59?‘: postive aclmeorledseient (ASCII character)-Link 12
1s now eatablished,

FN o :\_‘f NG N , . .
\EgQ P ,-Qs_~_-uﬂ'; The orevious messaze is returnad to
e
the reauastor for sscurity ourposs,



% (3) and (4) constitute 2 trivial example of a log-in
-procedure. ~Sea rerary 2 beicw- . :

¥(5): HOST(X), talxing to the operating system of HOST(Y),
requests for URSA, URSA is supposed to be a user applicaticn
progrant in HOST(Y),

%(6) and (7) constitute tre auxiliary link establishment.
After {5) an auwxiliary link should be established. This
is done by HOST(X) since it has the higher identification
nurber in network., e.g., 8 agzainst 5.

The procedure is very much like (1) ard (2)

#%(8): HOST(X) transmits a "file" to URSA, The transmission
is done over link 25 which has just becn established.

%(9): HOSYT(Y) answers back with a "file" over link 25.
And the dialogue gces on...

0): HOST(X) frees the links he has established

¢ End of transmission (ASCII character).

010)2): Nurber of links wanted to be closed (3 ASCIL cheracter)
QD2052)5): Link identification nurber (ASCII characters)

¥(11) HOST(Y) acknowledges back as in (2), (7).

Remark 1: The figure 3 doesn't show the heading of each
message which are of course transmitted over these links.
The chaoracters represented on each line should be viewed
Inserted in the text zone of a messace.

Remark 2: These characters -sece (3) and (U4)~ can eilther
be transmitted ons at a time over the line (each character
constitutes the text of a ressaze) or be packed vefore
transmission by the user comunication progran,

In elther case, the remote HOSY can consider the link as
a normal teletype (Searchs breakingz characters, provides
echos...),

Remark 3: In (2), (7), or (11), HO%ILXQ can ansver bgsk 3
negative acknowledgement cnaracter [JAKjinstead of (ACK}.
This, for many various rczsons such a3 bad transmisdion, HOST(X)
wants to open a linls alrezly establighed, and so fortn, The
message could ve E@é; Qgﬁ) vnere (LD) is a character
indicating why the Trevicus block has been refused. Upon
receiving back such nezative acknorlodzerents, HOIT(X) will

repeat its messare until MHOST(Y) accepts it. An emerzency

procedure will take place if tco many successive HAK cccur,
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.trapa to a Wuﬂi*OP sorvice routine th
¢ £

acilities (link establishrent, data
s, Under eAeuhuLCq, 2 service call

a rorets and executes the ser-
s

Control 1is thnen routed i Y PrOSYad,

3.1 List of service ca2lls 2t user's discosal.

(a) Oven Primary Link
OPENPRLI(PRM ID,HOSITD, BUFFADDE , LiIRPT-CODE,[0PT])

PRTMID: User identification of ths crimary link,
HOSTID: Remote HOSY ldunuifiCatluﬂ.
BUFTADDR: Buffer address Tor the Incoming messages.
INTRPT=COD=:  Ccde that the networi program should give to the
user progren wnen he 1s Interrupted because a messaze
_ has core back,
OPT: Options such as "full echo" (for testing purvosze), message
required after successful link establishtment, etc....

‘Remark: [ J: nobt required.

(b) Oven auxiliary link

'OPENAUX (AUKID, PRLIID, EUFFADDR I_Tf’i"’i‘-f‘Ouu,[O 1'])

AUXID: User lCCnqulCut‘Gﬂ of the zuxiliary link.

PRIMID: User identification of a primary link. PRefers to an
alrbady estavlished vr*ﬂ%ry lirk,

BUFFADDR, LIIRFT-CODL, OPT samz meaning as above,

(¢) Transwissicn cver link
TRANSLINK (IJ BUFFADDR ) N, [oer])

ID: User link identification. Devrending on which type of links
“we want to transmit, this i1rntificpt*on nurher will be equal
to a previcusly dgf1p°<iAUYID/”

BUFFADDR: Data location address for u”“ﬂaﬂ]“ ion.

N: Data bytes numer fov transmission.,

OPT': Options such as data tyne (character va, binary),

acknowledgeriats re cd (ubtilization of the auxilizry
1inks in a half duplex mede), trace Olt, etciuas

(d) Modifv link narasaters

PSR S,

MODIFLINK (ID, OFY)

ID: User link identification (Equal to either BU(ID/P?IMID)
(e) Close link

CLOSE LTIK (ID, [0P1])

ID: Sam2 mzaning as above.

qui
1

OFI't Can be used to close all the linls in use by the user.



4,

Data Structure

Bste At 8 ~———

The allocaticn and the managenment of the links are carried ouib by means
of three tables:

4.1

4,2

4.3

A Table Sorted By HOIT.
A Table Sorted DBy LINK,

A Table Sorted by USER,

HOST Table (See Figure U)

It is a bit-table indicating, for a2 given remote HOST, which links
are free., (bit-0 means free link) A
This table should provide 250 bits per HOST (256 logiical links
possible). At a given time no more than 6l bits can be set to

1 1n the whole table,

LINK Teble (See Figures 4 and 5)

This table contains as many sections as links in use,Figure 5
describes the structure of a section.

Starting and retrieval are carried out dynamically upon using
a hashing technique based on the network link identificaticns.

USER Teole (See Figure 4)

The table structure is given on Figure L, These are as many
sections as active users. Each section conteins the user

identification (given by the operating system) and the identificaticns

of the links in use by this uzer., WNotice that a link has two
identifications: that of the user (given as a paramster In the
OPEN service call) and that of the natwork (that 1s attributed by
the network program).

This table is hashed by users,



Tne enission functicns of the netwerk programs are fulfllled by monitor
service routinzs., In that sense; this prosram can be viewsd as belonging
to the operating systent.

These functions are ccncernad with the link establishrents and data
transmission; they are started by the service calls previocusly described.
Let's explain now these routines allocate and manage the links by

describingthe operations involved during tne execution of the OPENPRII
routine,

Suppose that the value of the parameter HOSTID is equal to J.

(a) J is used as an index for the "HOST" table to reach the "HOST j"

(b) In ”WOSE 3" section, we select the first free link (First bit=0)
e.z., 177 bit.. '

(e) J and i determine respectively the HOST-L[P destination and the
network link number,

C’

(d) This j-i value 1s used as a2 hashing code to open a new secticn in
the link tavle, e.,z. section X.

(e) 1In this section {, the link ID zone is filled up with j-i, tbe
"1ink opened by us" and "primzry" bits are set to L. (See Figure 5.)

(Remariz: It is only when we receive back the ackncwledgement
messaze from the remote HOST ~See Pisure 3: (2)-that the link is
considerad completely establisned, Then we set to 1 the bit
"link established".). Also in this sect*on ?, we store the pore-
meter BUFT'ADD Value in ths "puffer address zone", and the user
ldentificztion nurber, irmplicitly given, ;n "the user ID zone".

(f) Using the user identification nuwber, vie hash the USER Table to
open (or find) ths right m section,

)

We update this m section by stOWinu'the user link ID nurber (FRIMID)
and the network link ID nurber (i)

(g) Ve prepare the ressaze text:

NQERLD I 1 0rT)
(h) We prepare a hezdinz according to B3N specifications (in order to

send the ressace over link O).
(1) We calculate the [I0ST checksum.
(J) We put together the headings, checksum, text by providing marking.

(k) We queues un this'message for the handler,

The receiving functions will use these tables in a very similar vay.
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