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1.  INTRODUCTTON

This technical note conéentratés upon (1) the HOST-HOST ﬁrocedures
and (2) the implementation of the corresponding programs in GORDO (Operating
System of the UCLA HOST). |

The first section is cioseiy related to the BBN repérts No. 1822
and 17‘63[1:| ana specifies the HOST functiénsfor exchgnging messages. 1t
mostly deals with links and connections, message structure, transactions,
and control ressages. o

The second section is software driented; it explains how the HOST
functions are implemented and integrated into GORDO. It is involved with

data structures, programs, buffers, interrupt processing, etc.

(1] Parts of this section are taken from or referred. to those reporis.
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2. HOSI-HOST PROCEDURLS

2.1 Generalities

Tne basic idea is that several users, at a given HOSI, should

" simultaneously be able to utilize the network by time--sharing its physical

facilites.

This implies that within each HQSD cperating system, there must
.exist a speclal program that mulﬁiplexes ocutgoing messages from‘the users
into fhe network and distributes incomin@ messages to the approbriate users.,

Ve will call this special program the Network program.



2.2 Einks an

Connections  (See figure 1)

2.2,1 Definitions

It is convenient to consider the Network as a black box - a system
whose behavior is knowm but wnose mechanisrs are not - for communicating

messages between remote users rather than between pairs of HOST computers.

(a) Logical connections

We define a logical connection as being a communication path
linking two users at remote HOST._.
With that concept, a user (user program) in a HOST computer can
(1) establish several logical cormections to any remote HOST users, and (2)
send or receive messages OVér'tnose connections. |
' Connections appear to users as full duplex,
One of the purooses of the Network pfogram is to serve the uéers

in establishing, identifying, and maintaining these connections.

(b) Logical links

Fach logical connection is made of a pair of directional links:
ore forltransmitting,'the other for receiving.

Those 1inks; called logical lirks, are established by the Network
programs-and used.by them.

Note here that users are only interested in connections énd are
completely nnaware of links. Rélationshipé between links and connection§

are carried out by the Network progran.



One of Lhe advanta&uo to define a connection as a pafr cf direc-
tional Jinxs is thal a HOST will huvc thh caoableLy to loop himself through
its TP (it opens a comection to rnﬂLelf). This feature can be vseful for
debugging purposes.,

Further on througn this papef we will not Qse any mbre the

“attribute logical when rnlerrlnb either to links or COﬂn“CLlOHb

2.2.2  Connection types

In order to reach a high flexibility in‘utilizing the Network
there is advantage to classify'the.conhections. .
Three Lyp°s of connections are distinguished: (a) control con-

nection, (b) primary connection, and (c) auxiliary connection.

(a) Control connecticn

This. connection hés a speclal status and is unidue betireen a pair
of HOST_, e.g., 1f the Network inclﬁdes x HOST_, there are at most x
control cornections issded frem one HOST; | . |

This connection'is uéed by remote Network programs for passing
control ﬁessagés back and forth. Control messages are baSJc to the |
’ estabiishment/deletion of standard connections. (See 2 b, 2)

Note here that this control comnection is the only connection
which 1s ignored by the HOST users.

Let us describe now the standard connections., |

(b)  Primary connection

These connections connect remote users.

A primary connection:

L3

Is unique between a pair of users and is the first to be



established.
¥ Ts "teletype-like", l.e.:

— ASCII characters are transmitted;

~ Echos are gencrated by the remote HOST;

- The réceiving HOSTS-scan for breszk characters;

- The trensmission rate is sloﬁ (less than 20 characters/sec).
% Ts mainly used for transmitting control commands, e.g., for

log-in into a remote HOST operating system.

(¢} Auxiliary comnection

These connections also connect remote users:
An auxiliary connection:
# Is openéd in paraliel to a pfimary.conhection and is not
- unique, i.e., several auxiliary connections can be esltablished
between users. _ |
¥ Is used for transmitting large volumes of data (file
oriented), |

* Ig used either for binary or character trammission.
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2.3 Neséage_ﬁtructure

The HOSTS communicate with each other via messages, B message may

vary in length up to 8095 bits (See down below the structure), Larger

transmission must therefore be broken up by HOST users into a sequence of

such messages.

A message structure is identified on figure 2.

It includes the following:

(1)

(2)

(3)

(4)

(5)

A leader (32 bits): .Message type, Soﬁrce/Destination HOST,
link nunber. (See BBN report No. 1822, pp 13, 17)

A marking (32 bits when sent by the Sigma 7) for starting a
message tegt on a word boundary. (See BBN report No. i822,

pp. 17, 19)

The message text (Max: 8Q15 bits for ﬁhe Sigma 7). It mestly
consists of user‘s text. ﬁbwever, it may represent information
for use by the Networi programs. (Control messages, see 2.4.2)
A checksum (16 bits). 'Ité purp@se is to check, at tﬁe HOST
level, éhe right transmission of a.nessage. ;(Changes in bit
péttern or packet transposition; packets are définéd in BEN
reporﬁ No. 1763, p. 13) See dovm below fof checksum calculation.
A padding for solving word_lepgth hismétch problems. (See

BBN report Mo. 1822, p. 17, 19.), As far as software is con-

“ecerned, padding is only involved at message reception  for

delineating message ends. (At transmission the hardware takes

care of the padding.)



Remark:

Checksun calculation: . . b

e

The last 16 bits of every message sent by a HOST is a checksum.

This checksun is computed on the whole message including any maring, but

excluding the 32 bit leader and any paddin@. To compute the checksun:

.1.

" (Notice that C

Consider the message to be padded with zerces to a length of
8640 bits.

Section the 8640 bits into 'six 1U40-bit segrents, S S

0> Spe-
Section each 1440-bit segment S into 90 16-bit elements,

5

to, tl o.-.t890

Define a function ®, which takes two 16-bit elcmcnts as

inputs and outputs a 16—bit el@mﬂnt This function is

defined bJ
@t -t @t irt +t <26
*m n m n’ m n
.trn®tn=t0t" 1,406+t > 216

For each lUUOAbit segment S, compute C, = K(Si), where

i
K(s) = t, @t O ..‘.I...t89
Compute € = C, @c @c ®c, Dc, ”) ESI B

2

1@ c, is just C, rotated left one bit)

The number C is the checksum. Thevreason the Ci are rotated by 1 bits is

to detect packet transposition.

10
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2,0l User Transactions

From what has been discussed until here, the Networit gppears to a
user as a bunch of connections. Let us now explain hcw one can make use of

these connections.

First, we are going to describe the set of transactions that a
user should be able to access for utilizing the connection facilities.

Then, we are going to explain the role of the MNetwork progran for

the execution of these transactions. This will cover a HOSI-HOST protocol
in which control messages are exchanged between network programs .

For explanation purooses those trénsactio.s are represented, at
-the ﬁser Jevel, in the form of subrcutine calls and parameters. Howéver,
this does nét imply at all that the implerentation will closely follow this
.pattern. (We_are:more involved here with‘thé description than the imple-

mentation aspect, see cﬁapter 3.)

2.4,1  List of transactions

Listed below are the descriptions of subroutines that could be at
user's disposal for crealing/breaking connections and transmittirs/receiving
data over them. This set of subroutines can be considered as a kind of

iInterface between the user level and the network program level.

(a) Open primary ccnnection:

OPENPRT1  (CONMECTID, HOSTID, BUFFADDR, [ORL])

COMNECTID: Conrection identification #



HOSTID: Remote HOST identificatiop i

BUFFADDR: 'Buffer address for incoming messages,

OPT: Options such as messagevfequired after successful connection
establishment, "full echo" (each message is transmitted back

by the ramote IIOST for crecking purpose), etc.

Remark: [ 1 means optional

~(b) Open auxiliary connection
OPENAUX (CONNECTID, BUFFADDR, N, forrl)

CONNECTID: Connection identification #, i.e., fhe identification
of the corresponding primary Qonhectiod (First a user
has to open a primary connection).

BUFFADDR: Same meaning as above,

N: Number of auxiliary cénneétions that should be opend.

OPT: Seme meaning as above.

(c) Transmission over comection
TRANSH (CONNECTID, “NO, BUFFADDR, N, [OPT])

COM\Eié‘PID: Connection identification #
NO: Connection £. The primary gonnection is always féfefred to
| as being NO = 0. An auxiliary comection number corresponds
to the order in which it has been established. (The first
auxiliary opened is_referred to by'NO = 1, the second by
MO = 2, ete.) |
BUFFADDR: Buffer address of the message to be transmitted.

N: Messase size (byte number)

13



OPT: Options such as data type (characters vs. vinary), trace bit, etc.

" (d) Close connection

CLOSE ( CORECITD, [N], [NOJ)

CONMNECTID: Comection indentification #.

N: Numer of comections to be clozed, If cmitted all commections
in use by the user, included the primary link, are closed.

NO: In case of N different from zero this number indicates the

auxiliary connection # to be closed.

2.4.2  HOST-HOST protocol and control messages

The HOST-HOST protocol is carried out by the Network programs. 1t
mainly involves the execﬁtion'of the previous transactions (initiated by
users) and covérs a ﬁOST~HOST dialogue;

This dialogue fﬁlfillslcontrol_procedu:es for omening or breaking
-eonnections and consists in exchanging control messeges over the contrcl
link. A control messege has a. structure idéntical to that of a regular
ressage; it only diffefs from it by the tegt which is for use by Network

programs instead of users.

Let us insist that this control procedure is comletely unrelated
to transmissibn control procedures imnlemented in the TP compufers. We are
here at the HOST level (Hetwofk progra#s), and therefore control messages,
that are gdihg to be described below, are transmitted_qvér the IMPS like

regular messages.

Consider now the previous transactions and describe for cach of

them which ressages are exchanged over which links.. Esch case will be



explained by means of trivial examnples.
We suppose that a HOSI'(x) user wants to talk to a rcwote HOST(y)

prograu called URSA.

(a) Open a primary comection: (OPEHPRIM)

The HOST (x)'s Network progrsm, waken up (See 3.3) by a use for
! program, |

opening a primary connection, starts a dialogue with the HOST (y)'s Network

prograrm.
.(i) HOST(x) sends the following control messaze:
HOST(x) Control link > HOST'(y)
ENQ PROM 012 :
ENQ: Engquiry for connection establishment (one ASCII character)
'PRIN: Connection type: primary (one special character)

012 : Outgoing link #. It is a decimel nuiber (3 ASCII characters),
| e.g., lirk #12.
This link # has been determined by the HOST(x) Metwork

program (See implementation: 3.3)

(11) . HOST(y) acknowledges by sending back the following control

message:

HOST(x) y Control link ' HOST (y)
AY N
ACK ENQ PRM 01 2015

AACK: -~ Positive acknowledgﬁeht-(one ASCIT characfer)
~ENQ PRiM 012 : Ssre meaning as above.v This'part of the messace is
| returned fof checking purposes.
015 ¢ Iﬁccming link #. It follows tﬁe same pattern as the outgoing

Aink /. This link # has been determined by the HOST(y) Network

15



progran.

Now the comnection is established; it wili use links #12
aﬁd.lS for exchanging.ﬁser ressages. The cornection is said
to be in a pre-log—in state, i.e., the remote HOSL(y) expects

1ts standard log~in procedures,

(b) Transmission over vrimary comection: (TRANSM)

By neahs of‘TRANSM subroutines referring to the primary'connection,
- the HOST(x) user is able to sign~in into ﬁhe HOST'(y) operating system and
then to call for the URSA program (HdST(y) user program).

The Network programs at both ends will use the link #12 and #15
for passing along messages. These messaées are standard messages whose con-
tents serve for log in sequence.

A trivial example could be:

HOST'(x) Prim. Link #12 N HOST(y)
7
! S I GN-IN : XX
HOST (x) P Prim. Link #15 HOST (y)
AN .
! 1 RE ADY
HOST(x) Prim. Link #12 . © HOST(y)
-

! U R S A

(¢) Open an auxiliary connection: (OPEHAUXT)

In a very similar manner as (a) an auxiliary connection is estab-
lished between HOST(x) and HOST(y). For so doing control messages are

exchanged over the control link.

HOST (x) Control link’ N HOST(y)
' ENQ AUX 0 2 5

HOST () ¢ Control 1ini | . HOST(y)
ACK Fin AUX 0 2 5 0 2-1 '

16



Now the auxiliary cormection is established, it will use links #25 and 21
for exchanging standard messages.

(d) Transmission over auxilisry comection: (TRANSH)

I3

By means of TRAIS subroubtines referring to the auxiliary con-

nection, the users at both ends can exchange data:

HOST (x) Aux, Link #25 \ HOST'(y)
: 7 :
X X ...... X X
HOST(x) Aux. Link #21 - HOST(y)

(e) Close connections: (CLOST)

This is carried out in a similar manner as (a). The user calls a
CLOSE subroutine and then the Network programs at both ends exchange

control messages.

HOST (x) . Control Link N HOST(y)
EOT 0 0 1 0 1 2 :

Bj?: End of transmlssion (one ASCII character)
001: No;'of connections to be cloéed (3 decimal ASCII charactérs)
012 : Oubgoing link # to be closed.

Then HOST(y) acknowledgzes baCﬁ as in (a).

HOST' (%) P Control Link : HOST'(y)
: . N
ACK FOT 0 0 1 0 1 2 0 1 5

Remark 1 - In (a), (c¢), and (e) HOST(y) may answer back a message including

" a negative acknowledgrent character MAX instead of ACK. This for

17



‘Remark 2 -

many various reasons such as: wrong sequeﬁce, connection already
opened, and so foréh.. The message could be NAK IND, where IiWD

is an alphanurerical character indicating, in a coded form, wny
the previous block has been refused, Upon receiving back such
aclmowledgnents HOST(x) will repedt its message until HOST(y)
accepts it. M emergency procedure will take place if too many

successive "NAX messages' occur,

On each of the above illustrations (arrows) only the ressage text

is represented. In fact, complete messages (with leader, marking,

padding...) are exchanged over these links.



3. TMPLEMENTATION 11 GORDO

3.1  Introduction to GORDO

GORCO is a time--sharing system implemented on SDS Sigma 7. We

outline below sore of the characteristics relevant to our paper.

3.1.1 GORDO file system

The file system is page oriented. It is composed of files and
directories. A file consists of a heading and a number of pages which
compose the body of the file. A directory consists of a number of entries

that point to either files or other dircctories.

3.1.2 GORDO process

¥ A process is a program (procedures and data) plus its logical environ-
ment. In other words a process 1s a program which is knovm and controlled

by the GORDO scheduler,

¥ A user (a job) may have several processes as different as campiler,
loader, editor, application program, etc. A process is created through

a system call (FORK).

¥ The space a process can refer to is the Vircual Space of 128k word
length, A part (gk) of it is resérved for the cperating system, the
other part (120k) is directly accessed by the user. This later may fill

or modify its part of the virtual space upon 'counling'. (See belcw:

> .

19
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¥
'

service calls) pages taken from different files. Figure 3 1llustrates

this coupling.

A pfocess can request for services by means of systein calls. The systen
calls.relevant to owr pabér are:
| WAKE for awaking (set active) a sleeping process
SiEEP for putting asleep another process (or itself)
CCUPLE fbr coupling a page from the file spaée to the virtual

space.

- A process ordinerily runs in slave mode. However if it is set up as an

I/0 process it can access privileged instructions.

Processes can share data through files attached to "Ymail box"

directories. o ‘ .

changeably.

20
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- 3.2 Software Or*anWAatxon Ovorvlc/

Figure 1 illustrates the bverall organization.

The'system is based upon two main programs: the ﬁgkxgyk"ﬂnd the
"Handler". |

The Handler is an I/0 interrupt routine closély related to the
IMP-HOST hardiere intefface. It serves the Network ppoéess in transmitting
and receiving network mes ggeé.

The Networik process carries out most of the work.

Its main function is fo satisfy the users' requests for opening/
closing comnactions and transmitting/receiving network messages. For so
doing,

L it esuaollshyg, identifie;‘and breals the links upon using the
allocatlon teblp (POJ' CONNECT, INPUT LINKQ see 3.3.1.1)
® it 1s awere of the presence OL ned users uoon exploring the letwork
nmil box directory;.
¥ it conﬁmhiééteé with active users by neané of shared pages through
which meésages and requests are exchaﬁged (connection shared pases):
¥ it formats inco—*nnw/outc‘oinU messages in a working page. This
working page has an extension (emer ency ring);

¥ it communicates with the Handler bv means of a qnnred page (I/0

_ conmunlcatlon page) which contains the I1/0 communication buffers.
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3.3.1 Data Structures

The Network program establishes, identifies, and breaks liﬁks and
connections upon using 3 tables: _ | |

A table sorted by _rerﬁote HOST #.

(A table sorted by connection # .

A table sorted by input link #.

(a) HOST table (See figure 5)

“ It is a bit teble indicating the free bufgoing links. It has the
following characteristics: |
% Location: ‘Disc resident
% Coupling: Coupled to the Hetwork process virtual space.
¥ Size: As many slots aé remote HOSTS.
Slot structure:  As many bits as possible outgoing.links»to a
remote HOSf, i.e.,.256.

% Access: Indexing. East slot is accessed through a remote HOST #.

Specific feature: Throughout the whole table no more than 6l
bits can be turned on. This figurébcorres-
ponds to the.maximum number of outgolng links

* that can be activated at one time (No matter

what is the nuber of remote HOSTS).

24



~ (b) COMECT table

This table keeps track of all the connections' envirornrent .
It has the following characteristics:

¥ Location: Disc resident

¥ Coupling: Coupled to the Nebtworic process virtual space

Size: As many slots as comections in use.

¥ Blot structure: See figure 6. Each slot is 2 word length

%

Access: Indeking. Each slot is accessed through a connection #.
: Seé 3.4 the way it is handled.

Specific feature 1: The slot structure correspording to a
primary comection is not identical to
that of an auwiliery comnection (See
figure 7). = This because user identifica~
tions and requests aﬁé done through primary

" shared pages.

* Specific feature 2; This tablé is handled in parallel with the

comection pages (See 3.3.2 (b)) |

# Specific feature 3: This table is mainly used for tfaﬁsmitting

messages. (For éach cdnnecﬁion it-contains

o~

the outgoing 1link # and remote HOST #, i.e.,

all the information required for trans-

mitting a message.)

(c) INPUI' LINK table

This table keeps track of all the incoming (input) links and so is

closely related to the COIENCT table.
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It has the following characteristics:

ofe

Location: Disc resident.

i

Coupling: Coupled to the Notwork process virtual space

B

Size: As many slots as incoming links, i.e., as connections

* Slot s YU“LU o See figure 7. Each s]bt is 1 word length.

*  Access: Hd ving. The hashe d key value is mainly based vpon

the incoming link # and thc ramote HOST 1.
¥ Specific féatuﬁellz This table is also usaéd for momentarsly

.ﬁemopizing the coﬁnec@ion ruroer . vinile
establishing the next comnection. See
3.4 the'géy it 1is handled,

- * Specific feature 2: This tablé is primarily used upon recejving

| MeSSages . (For each incaming link it con-

tains the corresponding COﬁn@ctlon iy 1. e.,

lndl““CvJy the user icentificaticn Lo whlch

the message should be passed alcng)
3.3.1.2 Buffer vages

A1l the pages that are now to be described contain two buffers

(input and output). These buffers are used for eltrcr pa551ry a]o % or

processing messages.

The size of each of these buffers should at lezst be equal to that

‘of a Tessage, ~i.e., 8095 bits. Ve have chosen a buffer size of 253 viords

'(8096 bits) sc that both of tre buffers are inciuded within one vaze (512

The 6 remaining words of the nﬂ~“ ars gernerally used for control.

e

A typical buffer nsze structure iz identified on firurce 8.



D

(a) I/0 comunication vege

See figure 9.
‘This 1/0 communication bagé is used as an interface between the
Hardler and the Network progran.
| In the buffers of this pege ﬁhe es5ages are _ésembled (input) or
de~assenbled.(output) vord by word by the Handler,-e.g., a "ready to go"
message, sorted by the Network program in the outpuﬁ buffer, is shipped

out word by word by the Handler.

Main characteristics:
# Location: ‘Resident in'core: Locked page
¥ Coupling: Coupied to the Netwérk procéss virtual space
Content: ¥ Input buffer (253 words) for incoming messages
Output buffer (253 words) for outgoing megsages
- # Input control zone (6 half vords)
2 Output control zone (6 half words)
¥ Structure: See figure 9. |
% Specific feature: ¥ The input buffer is filled by the‘Handler
(read from hardware) and emptied by the
Network program |

% Vice versa for the output buffef

(b) Connection shared vacses (User.Nefwork shared zone)

General features:

¥. There are as many shared pages as connections.

30
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These pages shavrad ﬂeiuvon the nelwork and the user Q;ocvvgc

COﬂSbLtuLO a communicab zene for (1) passing the messages
back and fO?uh, and (2) oxcta cing conbrol information, e.g.,

a reguest for establis ning rew cornections.

Main characteristics:
® Location: Disc rosident

¥ Coupling Couplec to both a user pPO”G 35 v1rqu] space and the

«)’

netviork process virtual space.

# Content: - Input buffer (253 vords) for dncoming messages

1

‘Output buffer (253 words) for cubgoing messages

Input control zoné.(6 half vords)

Output control. zore (6 half words)

¥ Structure: Sec figure 10,

% Specific feature 1: - The input bu-;er ié filled by the Network
| and emptied by the user. |
, - Vice versa for the cutput buffer.
# Specific fea€u1e'2: The control zore correspoﬁding to a ﬁrima:j

~connection sﬁared page differs from that
of an auxiliary connectionf, This’becawse
it is Via a "prizzry connaction control
zone" that auxiiiary connecﬁion establish-
ment requests are transmitiz=d to the Net-

Twork process.

(c) " Morking vare

General feabtura:

¥ This page allows the Network and the Handler prograns to wor



independently on different messages and so contributes to an overlapping.

For  instance, when the Handler is busy transmitling a message Lo the hardrars,

5

the Network prozram can format (Leader, marking, etc.) the reset message to
Y p > 3 (S)

be shipped out, so that it can reinitiate the Hardler as sceon as it is free,

Main cheracteristics:
% Location: Disc resident
¥ Coupling: Counled to thé Network'process virtual space
® Céntent: - Input buffer (253'words) for incomning messazes
- Outbuﬁ buffer (253 words) fdr outgoing messages
Remark:

During réception it may happen that a user progfam is nof ready
to accepﬁ a new message. In that case, to avoid clozging vp the systein,
the Network stores momentarily the incomiﬁg message in one of the bﬁffer
of tﬁe'emefgéncy-ring.' (If this ring is full a help routiﬁeAwill be
‘invoked.) | ' |

During emission all operations are synchronized with the P”NMS,
therefére such procedures need not be provided. (The Netwofk program
allows a user to re-cmit only when having received the REIL of the previous

" transmitted messege.)
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3.3.2 Pl’og'@g:r_,_nj_

3.3.2.1 Handler program

Gereral features:
It is an 10 interreupt routine which drives the JTMP/HOST hardware
interface in order to transmit or receive ressages. Trensmission and re—

ception are cerried oub in a full duplex mode,

Main characteristics:
¥ Location: Cbre resideht. The Héndler_is in thCISané mémory
zone as tﬁe Operating system éﬁd ca@ be éonsidered
as part of it.
¥ Initiation: By the TMP-HOST hardwafe interrupt. This interrupt
is triggered either;
# during transmission vhen a ressage word is com-
pletely sent to the IMP
¥ during réception when a wéssége wbrd.has'been
cbﬁplétely recei?ed_from the THMP
during idle time when the h(Fdware received eitner
~a 'start inbut' or 'start output' order from\the
Sigma 7 CPU. Thqsé orders are issued by the Net—
work program'for provoking,inﬁerrupts back (con-

sequently for indirectly initiating the Handler).

¥ Main functions: * Espties the output buffer upon transmitting
. - 1ts content (outgoing message to the IMP,

This operation is carried out werd by word

LRIV S DU . .'-‘-1
(32 bits) and makes o of "rite" ¢odcpa for

ol laTo


http:t.r-ansml.t

driving, the HOSI-IiP hardware.

¥ Fills the inbut buffeq_with data received from

HOST;IMP havdware (inconﬁng message). Ihis
operation is also carried out word by 'wor
and makes use of “Resd” orders for drivirg
the HOST-JMP hardwsre.

- ¥ VWakes up thé Netwoyk program when any of the

«

previous operations ig complete.

S

3.3.2.2 Network program

General. featﬁres:

This program serves the user.for'opening/closing connections end
transmitting/receiving messages. It uses the.Handlerras an aild for inter-
faéing with the'hardware.

For the GORDO point of view it is a regular pfécesé and treated es

such.,

Main characteristics:

¥ Location: Disc resident. More precisely it is on disc when
ésleep and called in core when awakened by.a progran.

¥ Initiation: Tt is initiated through "WAKE' service calls issuad ,

either by a user process dr'by the Handler,

 users' requects, For so doing it sends control
messages (se= 2.4.2) to remote HOSI, in order
to gét iith established/réleased; 1t then
notifies back the uszers. | |

% Insures the processing of inceming control

messages (trencmitted over control links), e.g.,

37



“for contributing to establishirents/deletions
of connections (those requested by remote
HOS1'S) .

# Prepares trensmission of ocuteoing mossazes.

It picks uvp text messages from shared pages
(the messazes are stored there by users), fommats

them (adds leader, markineg, checksum..), and
bl D - -

passes them along to the landler for trans-

mission.

e

InsUres de1ivery of incaming mes5azes . it is
the opposite of the goove o;efation. The

users to which the rossazes should be delivered
are identified through the leaders.

¥ Virtual space confiéuration: See figure 11.

E _Specific featufe: It is integrated as an I/O process, so that
“it can'éccéss privileged instruction (RD/MD

for indirectly initiating the Handler).
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3.4 Software Proc;durhs

The deta: 1 ed so”ru*rﬁ procedyures are GIVLn on the floucharts
attached with AppLDOJY A,

However to ggt a quick understanding of the implementation we

list below some typical software procedurés.

'3.4.1 Description of some tLypical sequences

Consider some of the transactions at user's disposal (See 2.4) and
point out the basic software procedures they imply. For each case We'will
delineate (1) what the user program does and (ii) what the Network progrsm

does.

(a) Open a brimary link (See also 2.4.2)

(2T,

(1) Vhat the user program doou

¥ it stores in the Network'mail'bdx direc@ory the némg of é.

| ffile, e:.g;., DATA ;

® 4% couples the first page.ofitﬁis file to ips Qirtual sbace;

¥ it stores information in‘tﬁis page kits job,/proceés #, the
remote HOST #, e.g., (1)); |

¥ it wakes up the Network process;

¥ it goes to sleep.

(11) Vhat the Network program does :

¥ it explores the Netvork ma Ll box directory and ac 25 the

file DATA;

ho.



u

¥ it couélos fhe.first page of thié file té its virtual Sbace
.(Shaxeé Zoné, seé 3.3.1.2). Suppos¢ this paget be the KD in
the sharved zone; k is the:internal conneotibn #g |

% it explores the 1™ g1ot of thw HOST table (See 3;3.1.1 (a))

and selects the first bit = 0, e.g., the o’

bit;'a corresponds
to the outgoing link #;
¥4t Stéres infonnation (job/process #, remote:HOST # (1),
outgoing 1ink # (@) in the KD slot of the CONMCT table
" (See 3.3.1.2). | _ |
¥ it moﬁentarily stores the connection # (k) in the INPUT LINK
table. This is'carried'odt upon creating an éntry in this
table (Hashing the key value: "outgoing link # (a) + remote
fKEH‘# (1) + outgoing flag".);
# it prepares the message text FNQ PRII 0 0 o and formats
- a complete message in adding‘leader, marxing, cbecksum, etc.;
& it checks the Handler state (bit in-I/O locked pagé)f Iﬁ_the
Handler is free, it stores the 'ready to go' control message .
in the output buffer of the I/0 locked page, initiatesithe

Handler, and goes to sleep. Else it gces to sleep.

After a while the Handler wakes up the Nelwork process because 1t has
received a complete message.. We suppose this message be the control

message sent by the remote HOST for acimowledzing the establishment of the

connection. The message text should be:

ACK ENQ PRI 0 0 « 0 0 B

vhere B is the incoming link #. (Sec 2.4.2)

x|



ILet's see now what the Network program coss when recelving the

above control message:

% it retrieves the comnection # previously stored in' the INPUD
LINK table upon re-hashing the sare key value (See ahove).
Also it deletes this entry; "_ .

% it creates an entry in the INPUP LINK table for the incoming
link., For so doing it hashes the key value: "incoming 1link
“# (B) + remote HOST # (i)'+:incaning flag”; In this entry it
stores the_HOST #'(i), the incoming link # (leand connection
7. -(k); ‘ | .
LT, updates the kth slot of the COMMRECT table in storing the
inoominé link # (B); | ’
¥ it turns on the 'net-user' bit in kU shored page (page
cor?esponding to the primary conrection thet has just been
opened) and wakes up the user prdcess; |

¥ 1t goes to sleep.

(b) Transmit a message over orimary link

(1]

(1) Vhat the user program does .

- ¥ it stores the message tht in the output bufier of the primary
| conneétion sharéd_page (See 3.3.1.23;
¥ it tumms on the {user~nét' bit ofithis page.and wakes up the
Network'process;

¥ it goes to sleep.

i



(i1) Vhat the Networx prbgram does:

. | ¥ it looks for user request, i.e., it explores in sequence the
cpnnectién shared pages and selects the onz that has its'user-
net' bit turned on. Suppose k be the selected psge # on the
shared list, K ié the connaction s

% it determines the request type in testing the "request bits' of
the shared page k. It finds out that iﬁ is a request for
transmittihg a message. |

¥ it takes the Mossage text from the output buffer of_the shéred
page k, fonnats it into a coﬁpleteAmessage and transmits to

~ the Handler in a very similer way as above (See Open a primary
Tink).

¥ it goes to sleep.

[1] Remark: In a first phase the user will directly write the networic
functions in his progran. Later on subroutines will be put
~ab user's disposal. These subroutines will be very close to

' those described in 2.1,
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